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We are committed to providing remote, long-term, real-time cardiac
monitoring to patients worldwide and insights about their cardiac health
through continual improvement of the ViewECG medical device, related
services, and the overall quality management and information security

system.
The employees of will:

e Implement and maintain a formal quality management and information
security system,
e Ensure the quality objectives and requirements are always met by:

o continually improving the effectiveness of the quality and information

security management system,

to establish specific quality and information security objectives and

o direction for the continual improvement effort.
e Ensure all employees understand and apply the Information Security Policy,
e Ensure fulfilment of regulatory requirements from MDR 2017/745,
standards requirements ISO 13485:2016, ISO 9001:2015, ISO/IEC
27001:2022, national competent authorities and interested parties,
e Review the Quality and Information security policy at least annually to
ensure the objectives are appropriate and that it is effective and suitable, and
e Ensure this policy is communicated and understood by all employees.

The Quality and Information, security policy targets, developing software products as
medical devices, including sales and marketing processes. Our objectives are to
follow the policy with a commitment to satisfy user requirements and business targets
and comply with medical device regulations. It aims at continually improving the
effectiveness of quality management by providing a:

¢ framework for establishing specific quality objectives and

e direction for the continual improvement effort.
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